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Anti Money Laundering Policy Statement

It is MyUKpost/Davenport House’s policy to ensure that our company, its senior management and all of our company's employees are committed to complying with all legislation and appropriate guidelines designed to combat money laundering activity, the funding of terrorist or criminal activity in the jurisdictions in which we operate. 

We will:

· Appoint a designated Money Laundering Reporting Officer 

· Take reasonable steps to establish the identity of any person for whom it is proposed to provide any services 

· Retain identification and transactional documentation as defined in the legislation in the jurisdiction in which we operate 

· Provide initial and on going training to ensure all relevant staff are aware of their personal responsibilities and the anti-money laundering procedures in respect of identifying clients, monitoring, record-keeping, remaining vigilant at all time and reporting any suspicious transactions 

· Ensure our Policy is developed and maintained in line with evolving statutory and regulatory obligation, and advice from enforcement agencies 

· Report to the relevant authority where there are reasonable grounds to suspect that a money laundering offence has been or is being committed 

We will at all times ensure the protection of our staff, and safeguard our organisation and reputation against the threat of money laundering and the funding of terrorist and criminal activities.

MyUKpost/Davenport House Anti-Money Laundering Risk Assessment

MyUKpost/Davenport House operates as a Company Formation Agent, working with the Companies House electronic filing system for the formation of new companies that come under the jurisdiction of Companies House.  


Our trading will be based on the following principles and markets: -

1) No financial transactions or money handling will be undertaken by MyUKpost/Davenport House, other than the charges made for the services outlined above.

2) MyUKpost/Davenport House does not offer any accounting or secretarial services to its clients.

3) The client base will be professional accountants, solicitors, individuals wishing to have a company formed and perhaps other formation agents.

Risks, vulnerability and due diligence

1) Any companies formed by MyUKpost/Davenport House will not have the ability to transfer or process financial transactions, as a result of the company being formed.  In order to transfer or process financial transactions, the company will have to open a bank account or other similar arrangement, which will be subject to the anti-money laundering regulations for that particular institution. For example, in order to open a bank account, it is now the normal procedure for the bank to ask for proof of Identity, i.e. passport, utility bill or similar.

2) The above will particularly apply to companies formed for individuals.

3) Companies formed at the request of accountants, solicitors or other formation agents will be subject to scrutiny by them, prior to their instruction to us to form the company.

In terms of the due diligence required by the anti-money laundering act, MyUKpost/Davenport House will take the following steps to identify the individuals who require the company to be formed, or the individuals within an accounting, solicitors or formation agent’s practice, who are instructing MyUKpost/Davenport House: -

1) In the case of individuals wishing to form a company, MyUKpost/Davenport House will require them to submit a copy of their passport and a recent utility bill to us, to verify their identity.  If for any reason we have reason to suspect this information to be incorrect, we will ask for a copy of the above documents, certified by a solicitor or notary.

2) In the case of instruction from accountants, solicitors or formation agents, we will ask for the same documentation relating to the senior partner, or other partners who have a significant influence within the practice. In the case of ongoing business from the same practice, we will ask for these documents to be renewed on an annual basis.

3) Ltdonline will hold the data as described above on record, as required by the anti-money laundering act 2007 and will fully comply with the Data Protection Act 1998.
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MyUKpost/Davenport House will do all it can to prevent the company and its staff being exposed to money laundering, identify the potential areas where it may occur, and to comply with all legal and regulatory requirements, especially with regard to the reporting of actual or suspected cases.

Key Issues
MyUKpost/Davenport House is committed to the prevention, detection and reporting of money laundering. All employees must be vigilant for the signs of money laundering. Any employee who suspects money laundering activity must report this promptly to the Money Laundering Reporting Officer, or Deputy Money Laundering Officer.
1. Introduction
The Proceeds of Crime Act 2002 (POCA) consolidated, updated and reformed criminal law with regard to money laundering. MyUKpost/Davenport House will take reasonable steps to minimise the likelihood of money laundering occurring by putting in place proper policies and procedures.
This policy has therefore been adopted in order to introduce safeguards to help identify and report on instances where money laundering is suspected.
2. Scope of the Policy
This Policy applies to all employees of the MyUKpost/Davenport House and aims to maintain the high standards of conduct, by preventing criminal activity through money laundering. The policy sets out the procedures, which must be followed (for example the reporting of suspicions of money laundering activity) to enable
MyUKpost/Davenport House to comply with its legal obligations.
3. What is Money Laundering?
Money laundering can be defined as the process to move illegally acquired cash through financial systems so that it appears to be from a legitimate source. Money laundering offences include: concealing, disguising, converting, transferring criminal property or removing it from the UK (Section 327 of the Act); entering into or becoming concerned in an arrangement which you know or suspect facilitates the acquisition, retention, use or control of criminal property by or on behalf of another person (Section 328 of the Act); and acquiring, using or possessing criminal property (Section 329 of the Act).

There are also two secondary offences, failure to disclose any of the three primary offences above; and  ‘tipping off’ whereby somebody informs a person or persons who are, or who are suspected of being involved in money laundering, in such a way as to reduce the likelihood of their being investigated or prejudicing an investigation.

Any member of staff could potentially be caught by the money laundering provisions, if they suspect money laundering and either become involved with it in some way, and/or do nothing about it. This Policy sets out how any concerns should be raised.
While the risk to MyUKpost/Davenport House of contravening the legislation is low, it is important that all employees are familiar with their responsibilities as serious criminal sanctions may be imposed for breaches of the legislation.  The key requirement of employees is to promptly report any suspected money laundering activity to the Money Laundering Reporting Officer.
4. The Money Laundering Reporting Officer (MLRO) 
Deputy Money Laundering Reporting Officer (DMLRO)
The officer nominated to receive disclosures about money laundering activity within MyUKpost/Davenport House is John Abbotts.
In the absence of the MLRO, Samantha Curtis, the Deputy Money Laundering Officer is authorised to deputise for them.
5. Reporting Procedures
Any employee who suspects money laundering activity must report their suspicion promptly to the MLRO, either by discussing the suspicion or using the appropriate money laundering form, attached at Appendix A.
The employee must follow any subsequent directions of the MLRO, and must not themselves make any further enquiries into the matter. They must not take any further steps in any related transaction without authorisation from the MLRO.
The employee must not disclose or otherwise indicate their suspicions to the person suspected of the money laundering. They must not discuss the matter with others or note on the file that a report has been made to the MLRO in case this results in the suspect becoming aware of the situation.
The MLRO must promptly evaluate any disclosure report, to determine whether it should be reported to the National Criminal Intelligence Service (NCIS).
The MLRO, must, if they so determine, promptly report the matter to NCIS on their standard report form and in the prescribed manner.
The MLRO will commit a criminal offence if they know or suspect, or have reasonable grounds to do so, through a disclosure being made, that another person is engaged in money laundering and they do not disclose this as soon as practicable to the NCIS.

6. Client Identification Procedure
Although the value of each individual transaction involved in the formation of a company will be extremely low, (typically the highest charge for a company formation is unlikely to exceed £200) where the company is carrying out ‘relevant business’ and as part of this, forms an ongoing business relationship with a client; or undertakes a one-off transaction involving payment by or to the client, or it is known or suspected that a one-off transaction (or a series of them) involves money laundering; then the Client Identification Procedure (as set out below) must be followed before any business is undertaken for that client. 
With instructions from new clients, or further instructions from a client not well known to you, you may wish to seek additional evidence of the identity of key individuals in the organisation and of the organisation itself – please see the Guidance Note for more information.
If satisfactory evidence of identity is not obtained at the outset then the business relationship or one off transaction(s) cannot proceed any further.
7.  Record Keeping Procedures
Where the ‘relevant business’ is carried out then the client identification evidence and details of the relevant transaction(s) for that client must be retained for at least five years.
8.  Guidance & Training
In support of this policy and procedure, MyUKpost/Davenport House will make all staff aware of the requirements and obligations placed on the company and on themselves as individuals by the Anti Money Laundering
Legislation and give targeted training to those most likely to encounter money laundering.
As a minimum they should be made aware of: -

· The Money Laundering Regulations 2003
· The Proceeds of Crime Act 2002, part 7
· The Anti-Terrorism, Crime and Security Act 2001, section 117
· The Terrorism Act 2000, sections 18 & 21a
9.  Further Information
Further information can be obtained from the MLRO and the following sources: -

www.soca.gov.uk  - website of the Serious Organised Crime Agency

Proceeds of Crime (Anti-Money Laundering) Practical Guidance for Public Service Organisations – CIPFA

The Consultative Committee of Accountancy Bodies – CCAB (www.ccab.org.uk )

Anti-Money Laundering (Proceeds of Crime and Terrorism) – Second Interim Guidance for Accountants 16 February 2004.

www.lawsociety.org.uk  - Money Laundering Guidance from the Law Society

CONFIDENTIAL

Report to the Money Laundering Reporting Officer
Report of Money Laundering Activity
To:  Money Laundering Reporting Officer     

From: ________________________________
[insert name of employee]
Title:  ________________________________
[insert Title]
Tel No: ________________________________
URGENT YES/NO
Date by which response needed: _______________
Details of suspected offence:
Name(s) and address(s) of person(s) involved:
[If a company, please includes details of nature of business]
Nature, value and timing of activity involved:
[Please include full details e.g. what, when, where, how. Continue on a separate sheet if
necessary]
Nature of suspicions regarding such activity
[Please continue on a separate sheet if necessary]
Has any investigation been undertaken (as far as you are aware)?               

 Yes / No
If yes, please include details below:        




                     [Delete as appropriate]

Have you discussed your suspicions with anyone else?                         


If yes, please specify below, explaining why such discussion was necessary: 
Yes / No
                    [Delete as appropriate]
Please set out below any other information you feel is relevant:
Signed:  _________________________ Dated: _______________________
Please do not discuss the content of this report with anyone you believe to be involved 

in the suspected money laundering activity described. To do so may constitute a 

‘tipping off’ offence, which carries a maximum penalty of 5 years’ imprisonment.
THE FOLLOWING PART OF THIS FORM TO BE COMPLETED BY THE MLRO
Date report received:                        _____________________________
Date receipt of from acknowledged:         _____________________________
CONSIDERATION OF DISCLOSURE:
Action plan:
OUTCOME OF CONSIDERATION OF DISCLOSURE:
Are there reasonable grounds for suspecting money laundering activity?
If there are reasonable grounds for suspicion, will a report                    

   Yes / No
be made to the NCIS?    






                     [Delete as appropriate]

If yes, please confirm date of report to NCIS: and complete the box below.
Details of liaison with the NCIS regarding the report:
Notice Period: from: to:
Moratorium Period: from: to:
Is consent required from the NCIS to any ongoing or                           


  Yes / No
imminent transactions, which would otherwise be
prohibited acts?  







                     [Delete as appropriate]

If yes, please confirm full details below:
Date consent received from NCIS:
Date consent given by you to employee:
If there are reasonable grounds to suspect money laundering, but you do not intend to report the matter to the NCIS, please set out below the reason(s) for non-disclosure:
[Please set out any reasonable excuse for non-disclosure]
Date consent given by you to employee for any prohibited act transactions 

to proceed:
Other relevant information:
Signed: ______________________ Dated: _____________________
THIS REPORT TO BE RETAINED FOR AT LEAST FIVE YEARS
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